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Attachment 9 – System Specification

5.0  Requirements Traceability

5.1
General

This section delineates the traceability from each system requirement to the Air Force system requirement. Appendix A provides a cross-reference matrix to the System Specification paragraph.

6.0  Notes

6.1
Objective traceability

This C-130 AMP System Specification contains a set of 60 design requirements provided in direct response to Air Force stated “objectives” as set forth in the C-130 AMP Request for Proposal. There are 98 Air Force “objectives” stated in the RFP Section L, and the Contractor design as set forth in this System Specification meets 80% of these “objectives.” Each “objective” requirement statement is identified in Section 3 by an “objective” declaration in bold type [e.g. (objective)].

Appendix B contains the Objectives Traceability Matrix that (1) lists all “objectives” as stated in the Air Force RFP, (2) identifies each “objective” source document, (3) provides a brief description of each “objective,” and (4) states where in System Specification Section 3 the Contractor’s design incorporates the “objective” by paragraph number.

6.2
Intended Use

The C-130 AMP system in all its variant forms shall be integratable into the United States Air Force inventory as a key element of worldwide transport of military personnel and materiel and/or as a key element of special mission assignment. Each C-130 aircraft modified by the AMP is fully capable of returning to the military transport role and/or the special mission role to which it was originally assigned.

6.3
Term Definitions

6.3.1
General Definitions

The following items clarify general term definitions found throughout this C-130 AMP System Specification.

6.3.1.1
Captive Hardware

The term “captive hardware” is used to describe hardware that is used to secure covers, LRUs, or any other item. When this type of hardware (e.g., screws, nut plates, mounting bolts, etc.) is in the released position, it will be retained to the cover, mount, etc. to prevent potential Foreign Object Damage (FOD) and increase ease of installation/removal.

6.3.1.2
Circular Error Probability

The term “Circular Error Probability (CEP)” is defined as the radius of a circle that contains 50% of the detections from a valid target.

6.3.1.3
Cockpit

The term “cockpit” is defined as the volume in the C-130 aircraft forward of the Fuselage Station (FS) 245 bulkhead.

6.3.1.4
Components

A component is an identifiable item and may be an LRU, LRM, equipment, structure, cable, wire, tray, electronic assembly, or connector. A component may also be an assembly of other components.

6.3.1.5
Computer Hardware Reserve Capacity

Computer hardware reserve capacity is defined as the system-level hardware reserve capacity that includes a composite of reserve (spare) memory, and/or reserve throughput, and/or reserve bandwidth, etc. for all computer resources. Computer hardware reserve capacity is stated as a percentage (%) of spare installed system computer resources.

6.3.1.6
Critical Failure

The term “critical failure” is used to describe the failure of essential system functions that jeopardize the flightworthiness of an aircraft or safety of the crew.

6.3.1.7
Dangerous Materials

The term “dangerous materials” includes but is not limited to ammunition, cartridges, pyrotechnics, mines, bombs, grenades, chemical and biological fillers, fuses, igniters, gas generators, demolition materials, fuels, solid and liquid propellants, rocket motors, nonnuclear warheads, explosive elements of ejection and aircrew escape systems, cartridge- or propellant-actuated devices, and any assembled kits or devices containing explosive material, flammable liquids and solids, oxidizing materials, corrosive liquids, compressed gases, poisons, radioactive material, acids, hazardous chemicals, biologicals, etiologicals, and other materials of a toxic, radioactive, biological, or etiological nature hazardous to the health of human, animal, or plant life.

6.3.1.8
Declassifying

Declassifying is deleting data from all electronic storage devices pertaining to classified missions.

6.3.1.9
Fail-Operational

Fail-operational is defined as the capability of a system to continue operation without degradation following a single failure and to fail-passive in the event of a related subsequent failure.

6.3.1.10
Fail-Passive

Fail-passive is defined as the capability of a system to automatically disconnect and/or revert to a passive state following a failure.

6.3.1.11
Fail-Safe

The fail-safe concept embodies the idea that design for a segment, element, subsystem, or component is developed so that the segment, element, subsystem, or component failure analysis and logic is specifically directed toward failure in a “safe” mode rather than failure in an “unsafe” mode.

6.3.1.12
Firmware

Firmware is defined as (1) computer programs and computer data at the microprogram level; (2) any level of executable computer programs and computer data that cannot be readily modified under program control; i.e., read-only; or (3) all information processing implementation technologies, programs, digital data, and devices not included under the definition of digital computers and associated computer programs and not included under hardware. Firmware includes microprocessors, Read-Only Memories (ROMs), Programmable Read-Only Memories (PROMs), and any other programmable logic elements.

6.3.1.13
Fusion

Level I fusion deals with positional, kinematic, and attribute fusion. Key features are (1) data alignment; (2) data/object correlation; (3) object positional, kinematic, and attribute estimation; and (4) object identity estimation. Level II fusion deals with situation refinement and develops a description or interpretation of the current relationships among objects and events in the context of the environment. Level III fusion develops a threat-oriented perspective of the data to estimate enemy capabilities, identify threat opportunities, estimate enemy intent, and determine levels of danger. Level IV fusion produces a recommended course of action to be taken in order to defeat or frustrate enemy actions and can also reallocate resources based on anticipated needs.

6.3.1.14
Graceful Degradation

The term “graceful degradation” is used to refer to “failure of a single component within a system that will not cause complete failure of the system itself, but will allow the system to continue operating in a degraded mode.”

6.3.1.15
Group A Provisions.

The term “Group A Provisions” is defined as including the following: wire and wire bundles, cables, RF transmission lines, connecting devices, mounting hardware, cooling plumbing, and such other provisions necessary to allow quick installation of antennas, LRU/LRMs, and controls/displays, as required.

6.3.1.16
Guide

The term “guide” when used in relation to a referenced document (e.g., MIL-STD-129 shall be used as a guide) means that the contractor shall consider the information/data of the document during the design and development process and shall be prepared to provide to the Air Force, upon request, justifying rationale for not complying with specific document requirements as exactly stated.

6.3.1.17
Hazardously Misleading Information

Hazardously misleading information is defined as displayed information that is misleading or false and that leads to a hazardous condition.

6.3.1.18
High Order

High order is programming language that enables a software engineer to write software code in an English-like readable form rather than in a binary machine language unique to each type of computer system. A HOL is characterized by strong procedural and data structuring capabilities. HOL includes structured programming languages such as Jovial, FORTRAN, C and Ada.  HOL also includes languages that support Object-Oriented design methods such as C++ and Ada 95.

6.3.1.19
In Accordance With

The letters “IAW” indicate “In Accordance With” wherever so used.

6.3.1.20
Intervisibility

Intervisibility means dynamic display of a concentric ring threat range envelope modulated by intervening terrain masking based on own-aircraft altitude.

6.3.1.21
Line-Replaceable Module

The term “Line-Replaceable Module” or LRM (e.g., circuit card, power supply, etc.) is normally used to describe one of many assemblies within a chassis or housing that can be replaced by aircraft technicians at the Organizational level.

6.3.1.22
Line-Replaceable Unit

The term “Line Replaceable Unit” or LRU (e.g., receiver, transmitter, control box, etc.) is normally used to describe one unit that can be removed and replaced on an aircraft by technicians at the Organizational level.

6.3.1.23
Maintainability

The term “maintainability” represents a characteristic of design and installation expressing the probability that an item will conform to specified conditions within a given period if maintenance is performed with prescribed procedures and resources.

6.3.1.24
Mean Repair Time

Mean Repair Time or MRT is the average time required to complete a corrective maintenance action. Corrective maintenance includes all actions necessary to correct any inherent, induced, or no-defect malfunction.

6.3.1.25
Mean Time Between Failure – Inherent

The term “mean time between failure – inherent” or MTBF-I is defined as the average time between failure of components, LRMs, LRUs, or system functions.

6.3.1.26
Mean Time Between Maintenance – Inherent

The term “mean time between maintenance – inherent” or MTBM-I is defined as the average time between on-equipment corrective events associated with malfunctions resulting from internal design and manufacturing characteristics.

6.3.1.27
Not Applicable

The letters “N/A” indicate “Not Applicable” wherever so used.

6.3.1.28
Open System

An open system is a system that accomplishes design for affordable change. It implements sufficient open specifications for interfaces, services, and supporting formats to enable properly engineered components to be utilized across a wide range of systems with minimal changes, to interoperate with other components on local and remote systems, and to interact with users in a style that facilitates portability. An open system is characterized by the following:

a.
Well-defined, widely used, preferably nonproprietary interfaces/protocols;

b.
Use of standards that are developed/adopted by recognized standards bodies or the commercial market place;

c.
Definition of all aspects of system interfaces to facilitate new or additional systems capabilities for a wide range of applications;

d.
Explicit provision for expansion or upgrading through the incorporation of additional or higher performance elements with minimal impact on the system.

6.3.1.29
Open Systems Approach

The open systems approach is an integrated business and technical strategy to (1) choose commercially supported specifications and standards for selected system interfaces (external, internal, functional, and physical), products, practices, and tools; and (2) build systems based on modular hardware and software design. In order to achieve an integrated technical and business strategy, an Integrated Product Team (IPT) process is needed that involves all interested parties; e.g., engineering, logistics, finance, contracting, industry, etc. Selection of commercial specifications and standards shall be based on:

1.
Those adopted by industry consensus-based standards bodies or de facto standards (those successful in the market place);

2.
Market research that evaluates the short- and long-term availability of products;

3.
A disciplined systems engineering process that examines performance trade-offs;

4.
Supportability and upgrade potential within defined cost constraints;

5.
Allowance for continued access to technological innovation supported by many customers and a broad industrial base.

6.3.1.30
Open Systems Architecture

Open systems architecture is a system architecture produced by an open systems approach and employing open systems specifications and standards to an appropriate level.

6.3.1.31
Open System-Based Commercial Items

Open system-based commercial items are commercial items that use open standards as their primary interface standards and are selected based on performance, cost, industry acceptance, long-term availability and supportability, and upgrade potential.

6.3.1.32
Open System-Based Non-Developmental Items

Open system-based non-developmental items are non-developmental items that use open standards as their primary interface standards and are selected based on performance, cost, industry acceptance, long-term availability and supportability, and upgrade potential.

6.3.1.33
Open Systems Strategy

Open systems strategy is a strategy that focuses on fielding superior warfighting capability more quickly and more affordably by using multiple suppliers and commercially supported practices, products, specifications, and standards, which are selected based on performance, cost, industry acceptance, long-term availability and supportability, and upgrade potential.

6.3.1.34
Personnel

The term personnel includes all aircrew, ground crew, and support personnel.

6.3.1.35
Reliability

The term “reliability” is defined as the probability that a system will perform a required function under specified conditions without failure for a specified period of time.

6.3.1.36
Stimulate

The term “stimulate” is defined as the process whereby operational equipment is artificially induced to replicate an operational environment to exploit additional training capabilities of the weapon system (e.g., using actual aircraft components in a simulator vs. a component designed to “simulate” the function of an actual component).

6.3.1.37
Survivability

The term “survivability” is defined as the capability of a system and its crew to avoid or withstand a man-made hostile environment without suffering an abortive impairment of its ability to accomplish its designated mission.

6.3.1.38
Susceptibility

The term “susceptibility” is defined as the degree to which a device, equipment, or weapon system is open to effective attack due to one or more inherent weakness(es). Susceptibility is a function of operational tactics, countermeasures, probability of an enemy fielding a threat, etc. Susceptibility is considered a subset of survivability.

6.3.1.39
Sustainability

The term “sustainability” is defined as the “staying power” of United States Government forces, units, weapons systems, and equipment; usually measured in number of days capability to sustain combat.

6.3.1.40
To Be Determined

The letters “TBD” designate requirements “to be determined” and to be furnished by the contractor at a later date.

6.3.1.41
To Be Recommended

The letters “TBR” designate requirements “to be recommended” by the contractor.

6.3.1.42
Weapon System

The weapon system includes the prime mission equipment and the C-130 system-peculiar support and human systems required to operate and maintain the prime mission system. Support systems may include systems security procedures and practices; Nuclear, Biological and Chemical (NBC) protective equipment and use; Command, Control, Communications, Computers and Intelligence (C4I) systems; training and training devices; or peculiar data required by the system in order for it to operate.

6.3.1.43
With Regard To

The letters “WRT” indicate “With Regard To” wherever so used.

6.3.1.44
Year 2000 Compliant

The term “year 2000 compliant” or Y2K as used in this specification means, with respect to information technology, that the information technology accurately processes date/time data (including, but not limited to, calculating, comparing, and sequencing) from, into, and between the 20th and 21st centuries, and the years 1999 and 2000 and leap-year calculations, to the extent that other information technology, used in combination with the information technology being acquired, properly exchanges date/time data with it.

6.3.1.45
Zeroize

The term “zeroize” or “zeroizing” as used in this document means deleting classified data in COMSEC equipment, which shall be accomplished in accordance with the procedures detailed in Air Force System Security Instruction 5020, Remanence Security, dated 20 August 1996. The purpose is to prevent reconstruction or disclosure of sensitive information to persons who do not have the proper clearance or need-to-know for the information.

6.3.2
Component Modification Definitions

The following items cover specific definitions used throughout the text of this System Specification. Off-the-shelf, significantly modified, and new development equipment definitions shall be applied at the LRU level unless otherwise approved by the contracting officer.

6.3.2.1
Previously Qualified or Off-The-Shelf Equipment

Previously qualified or off-the-shelf equipment is equipment that is in production, is being used on another program, and has been qualified and accepted for production by the initial procuring agency. The equipment is “previously qualified” if it will be used on the C-130 AMP system without any changes or modifications that meet the definition of “Significantly Modified” equipment.

6.3.2.2
Significantly Modified Equipment

Previously qualified equipment (hardware) that has been modified, repackaged, or is being used in a dissimilar environment, so that it cannot be qualified for C-130 AMP system use by similarity, and where modifications exceed 20% of the equipment based on quantity of parts added, deleted, or changed compared to the total LRU is considered to be “Significantly Modified Equipment.” Exceptions shall be considered based on details of the modifications and estimated percent of change to the LRU design and to reliability of the LRU.

6.3.2.3
New Development Equipment

Equipment that has not been previously qualified, is not classified as “significantly modified,” and is to be developed for the C-130 AMP system shall be classified as “New Development Equipment.”

6.4
Abbreviations and Acronyms

Appendix F contains an alphabetical listing of all abbreviations and acronyms used in the C-130 AMP system and in this specification.
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